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Our Research
APT attacks ïwell planned and well 
resourced
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APT Names

https://docs.google.com/spreadsheets/u/1/d/1H9_xaxQHpWaa4O_Son4Gx0YOIzlcBW

MsdvePFX68EKU/pubhtml#



Okay, you know who did it and what next?
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Right way to attribute cyberattacks:

ÅCatch cyber criminals in cooperation of different local 

police departments and industry experts

In reality:

ÅSlow cross-border interaction

ÅTons of paper work

ÅPolitics 

Theory vs Practice
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Bad Op Sec

Code Reuse

False Flags

Infrastructure 

Reuse



Code similarity and 

bad OPSEC big stories


