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By failing to prepare, 
you are preparing to fail

― Benjamin Franklin



$1.23 million 
for enterprise 

Base: (1,062 SMBs and 863 Enterprises) All Respondents from businesses with 50+ employees who experienced any data breaches



What Type of Data is Stolen from Enterprises?

4
Base: (863 Enterprises) All Respondents from businesses with 50+ employees who experienced any data breaches
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Customer personally
identifiable information

Customer payment / credit
card data

Аuthentication credentials Corporate Intellectual
property



Cost of a data breach

47%

38%

31%

16%

Compensation paid to clients
or customers

Problems with attracting new
customers

Penalties or fines

Lost business partners

Base: (1,062 SMBs and 863 Enterprises) All Respondents from businesses with 50+ employees who experienced any data breaches



Why the cost 

of a data 

breach

is that high? 



The Terminology & Knowledge Divide: 
Top management, CISO & CCO Communications



In case of a data 

breach…

The way your 

company is getting 

prepared to disclose it 

directly impact on

how fast your 

business will recover











Advanced Persistence Threat (APT)

– Duqu 2.0

Back in 2015

Kaspersky experienced

A cyber security vendor is a victim of a cyber incident





What is the value of Kaspersky Incident Communications?

Practice crisis 

communications skills

Learn from 

first-hand experience 

Enchase your internal 

communication process 

Prepare and execute your 

crisis communications plan

Support business 

continuity

Ready in advance to 

mitigate reputational risks



Hands On 
practice

Tailored  
OpSec

recommendatio
ns

Threat 
landscape 

First hand 
experience

Pre- workshop 
audit

Development of 
workshop

Tailored Workshop

The process of the tailored workshop by Kaspersky



Thank you!

kaspersky.com


